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Abstract of the contribution: This paper proposes to enhance Common EAS discovery and DNAI determination for roaming UE. 
1 Discussion
1.1 Background

In EDGE_phase2, the common EAS discovery and common DNAI determination for a set of UEs is investigated. Currently however, it only supports the non-roaming scenario, which precludes the case that a set of UEs include roaming UE served by same operator or different operators. 
In realistic use case, it is very normal the roaming UEs are using the same application and need to access a particular common EAS. For example, a UE moves from HPLMN to VPLMN and wants to access a Multi-user low latency Gaming. In order to guarantee low latency, a particular EAS deployed in VPLMN serves the members of this game (i.e. a set of UEs), e.g. this EAS provides gaming services and maintains individual UEs gaming profile, user level registration details, etc. 
Because current mechanism for common EAS discovery and common DNAI determination can’t applied to roaming UE and the roaming UE can’t access same application via particular common EAS, many essential use cases can’t be supported. Furthermore, it will bring some unreasonable restrictions (e.g. only non-roaming UE can use the application (e.g. a worldwide available application)), and it can’t meet the actual requirement from application service provider and bring negative effect to commercial deployment. For these reasons, it is important to support common EAS discovery and common DNAI determination for roaming UE.
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Figure 1: example use case showing the roaming UEs belonging to a set of UEs access V-EAS
1.2 Existing solution and problem

For common EAS discovery and common DNAI determination for a set of UEs, the common EAS IP address and common DNAI can be provided by AF or determined by 5GC. Currently, the AF provides information (e.g. common EAS IP address, EAS Correlation indication, Traffic Correlation ID, FQDN etc.) to PCF via AF Traffic influence procedure as defined in clause 4.3.6.2 of TS 23.502, and PCF creates PCC rule correspondingly and sends it to SMF. If FQDN in DNS query is corresponding to the application indicated in PCC rule and if EAS Correlation indication or indication of traffic correlation is set, SMF determines the UE belongs to set of UEs identified by Traffic Correlation ID and accessing the application and determines the UE connects to common EAS or EAS corresponding to the common DNAI for the set of UEs. 
For roaming scenarios, the local traffic routing in VPLMN for Home Routed PDU Session for roaming (HR-SBO) is supported in Rel-18. A UE can establish the HR-SBO PDU Session to access EAS deployed in EHE in VPLMN and the data network in the HPLMN.
However, based on current mechanism of HR-SBO, it can’t support common EAS discovery and common DNAI determination for roaming UEs via HR-SBO PDU Session. There are some issues are foreseen, including:

Issue-1: The AF request on PDU Sessions supporting HR-SBO can’t be applied to current common EAS discovery and common DNAI determination due to PCF is not involved in the procedure.
Issue-2: The target FQDN of the DNS query may or may not be part of the FQDN authorized for HR-SBO by HPLMN, which is not considered in current procedures for common EAS discovery and common DNAI determination.
2 Solution options

To address the issues given above so as to support applying common EAS discovery and common DNAI determination in roaming scenarios, some potential solutions should be discussed and evaluated. 
1) For the Issue-1, there are three potential solution options:

Opt-1: AF requested traffic influence via interacting with VPLMN. The NEF notifies AF requested information (e.g. Traffic Correlation ID, FQDN) based on current procedure for AF requests to influence traffic routing for HR-SBO.
Opt-2: AF requested traffic influence via interacting with VPLMN. The AF requested information is sent to PCF, and PCF creates PCC rule correspondingly and sends it to SMF.
Opt-3: AF requested traffic influence via interacting with HPLMN. The AF requested information is sent to PCF, and PCF creates PCC rule correspondingly and sends it to SMF.
For opt-1, it doesn’t change the procedure of AF requested traffic influence for HR-SBO, but it requires using different signalling path for transporting AF request for roaming UE and non-roaming UE. 
For opt-2, it requires to change current procedure of AF requested traffic influence for HR-SBO, which leads to inconsistent handling for AF request in the HR-SBO PDU session. And based on the discussion in Rel-18, if the vPCF is introduced, it may cause conflicting with hPCF on QoS control, so this solution has been precluded. 
For opt-3, currently, the common EAS discovery and common DNAI determination for non-roaming UEs is performed in serving PLMN and the EAS discovery for HR-SBO is also initiated and performed in serving PLMN (i.e. VPLMN), so if opt-3 is adopted, it would cause conflicting of common EAS and DNAI determined in VPLMN and HPLMN, and bring more issues of inconsistency and complexity.
Observation 1: Based on the evaluation of three solution options, opt-1 is more feasible and has less impact to current procedures.
2) For the Issue-2, when SMF receives the AF requested information from PCF or NEF, since SMF has knowledge whether the target FQDN of the DNS query is part of the FQDN authorized for HR-SBO by HPLMN, it is straightforward for SMF to determine whether uses available common EAS/DNAI or how to performs EAS discovery or DNAI determination based on existing EAS discovery procedure with V-EASDF for HR-SBO.
Observation 2: The SMF can determine whether uses available common EAS/DNAI or performs EAS discovery or DNAI determination based on existing procedure, by considering whether the target FQDN of the DNS query is part of the FQDN authorized for HR-SBO.
3 Proposal
Based on the analysis above, the proposed solution supports common EAS discovery and common DNAI determination for roaming UE(s) for HR-SBO roaming scenario can be concluded as following:
The AF requested information can be notified from V-NEF to V-SMF without PCF involvement by using the procedure for AF requests to influence traffic routing for HR-SBO as described in clause 4.3.6.5 of TS 23.502. For support of coordination among SMFs scenario, the NEF can also notify the update of traffic influence data to SMF(s) directly.
The 5GC performs common EAS discovery and common DNAI determination based on whether the target FQDN of the DNS query is part of the FQDN authorized for HR-SBO by HPLMN by using the EAS discovery procedure with V-EASDF for HR-SBO as described in clause 6.7.2.3 of TS 23.548.

See draft CRs on TS 23.548 and TS 23.502.

3GPP

SA WG2 TD


Roaming UEs
UE1
UE2
AN
UPF1
（UL CL/BP）
N3
N9
N9
UPF2
（L-PSA）
non-roaming UEs
UE3
UE4
UPF3
（L-PSA）
AN
EAS
N3
N6
N6
UPF
DN
N6
VPLMN
HPLMN
A set of UEs



